














Understand that organisations should have
publically stated disclaimers which clarify that
employees' opinions on social media are personal
and do not represent the organisation.

5.3.9

Understand why employees should be restricted
from publicly releasing any comments or information
that could potentially influence or impact legal,
commercial or policy decision

5.3.11 Know why it may be appropriate to create different
user accounts with different access and privileges 
for each account.

5.3.10
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5.4.1 Understand how Internet use can interfere with 
daily life, work and relationships.

5.4 Online 
     Addiction

5.5.1 Understand the terms online radicalisation and 
online extremism.

5.5 Online 
Radicalisation

6.1.1 Understand what an Acceptable Usage Policy 
(AUP) is and why it is important in organizations

6. POLICY 6.1 Usage

6.1.2 Know the components of a good AUP: minimize 
risk, encourage Netiquette & appropriate social & 
ethical behaviour, personal identity, password 
protection. 

6.2.1 Be aware of copyright laws and their impact for 
illegal downloads using file sharing services.

6.2 Copyright 
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5.5.2 Be aware of how extremists use social media to
groom young people and commit illegal acts.


